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1. пОЯСНИТЕЛЬНАЯ  ЗАПИСКА
Тест предназначен для студентов 4 курса. 
Вопросы подобраны таким образом, чтобы можно было проверить подготовку студентов по усвоению соответствующих знаний и умений  изученной дисциплины. 
Предлагается пакет тестовых заданий по оценке качества подготовки студентов. Пакет содержит  проверочные тесты, с помощью которых преподаватель может проверить качество усвоения пройденного материала: 

· часть А – 80 заданий с кратким ответом – проверка теоретических знаний (задания закрытого типа); 

· часть B – комплексный практический тест с 20-ю заданиями открытого типа;

· часть C – комплексный практический тест 8 -мью заданиями открытого развернутого типа. 

С целью проверки знаний и умений  изученной дисциплины  каждый студент получает следующий пакет:

Часть А (проверка теоретических знаний) - информационный тест, включающий в себя 80 заданий.  

Часть А тестового задания включает в себя:

· выбор правильного ответа;

· множественный выбор; 

· установление соответствия;

· установление правильной последовательности.
За каждый правильный ответ – 2 балла.

Максимальное количество баллов – 40.

Часть B (проверка практических знаний и умений) - комплексный практический тест, включающий в себя 8 заданий открытого типа со свободным ответом.

За каждый правильный ответ – 5 баллов.

Максимальное количество баллов – 40.

Часть C (проверка практических знаний и умений) - комплексный практический тест (письменное задание), включающий в себя 2 задания повышенного уровня сложности открытого типа с развернутым ответом.

За каждый правильный ответ – 10 баллов.

Максимальное количество баллов – 20.

2. Знания, умения по окончанию изучения МЕЖДИСЦИПЛИНАРНОГО КУРСА
В результате освоения междисциплинарного курса обучающийся должен уметь:

· осуществлять выбор модели и средства построения информационной системы и программных средств; 
· использовать алгоритмы обработки информации для различных приложений; 
· решать прикладные вопросы программирования и языка сценариев для создания программ; 
· разрабатывать графический интерфейс приложения; 
· создавать и управлять проектом по разработке приложения; проектировать и разрабатывать систему по заданным требованиям и спецификациям;
· анализировать проектную и техническую документацию;
· использовать специализированные графические средства построения и анализа архитектуры программных продуктов;
· организовывать заданную интеграцию модулей в программные средства на базе имеющейся архитектуры и автоматизации бизнес-процессов;
· проводить сравнительный анализ. Выполнять отладку, используя методы и инструменты условной компиляции;
· применять криптографические методы на практике.

В результате освоения дисциплины обучающийся должен знать:

· основные виды и процедуры обработки информации, модели и методы решения задач обработки информации; 

· основные платформы для создания, исполнения и управления информационной системой; 

· основные процессы управления проектом разработки; 

· основные модели построения информационных систем, их структуру, особенности и области применения; 
· методы и средства проектирования, разработки и тестирования информационных систем; 

· систему стандартизации, сертификации и систему обеспечения качества продукции;

· виды и варианты интеграционных решений;
· современные технологии и инструменты интеграции;
· методы и способы идентификации сбоев и ошибок при интеграции приложений;
· методы отладочных классов;
· методы организации работы в команде разработчиков;
· криптографические методы защиты информации.
3. Тестовые задания
Часть А

1. CASE-средство представляет собой
а) инструмент, который позволяет автоматизировать процесс разработки информационной системы и программного обеспечения;

б) информационную систему управления предприятием;

в) средство моделирования этапов разработки информационных систем.

2. К основным характеристикам CASE-средств не относится:

а) наличие графического интерфейса;

б) наличие репозитория;

в) возможность коллективной работы;

г) наличие средств управления процессами;

д) построение отчетов.

3. К CASE-средствам можно отнести:

а) ERwin;

б) MS Project;

в) MS Word;

г) MS Powerpoint;

д) Rational Rose.

4. Основные функции бизнес-аналитика заключаются в:
а) спецификации требований;

б) программировании функций;

в) разработке интерфейса программы;

г) изменении требований;

д) разработке инструкции пользователя и других обучающих материалов.

5. Менеджер проекта выполняет следующие функции:

а) составление плана разработки программного обеспечения, организация команды разработчиков, выстраивание процесса разработки так, чтобы он соблюдался и был выполнен в срок;

б) программирование;

в) разработка инструкции пользователя и другие обучающие материалы.

6. UI/UX дизайнер - это:
а) предметный эксперт;

б) разработчик интерфейса программы;

в) программист базы данных.

7. QA-специалист – это:

а) предметный эксперт;

б) разработчик интерфейса программного обеспечения;

в) программист базы данных;

г) тестировщик программного обеспечения.

8. Система контроля версий – это:

а) система, записывающая изменения в файл или набор файлов в течение времени и позволяющая вернуться позже к определённой версии;

б) система управления базами данных;

в) автоматизированная система разработки программного обеспечения информационных систем.

9. К системам контроля версий относятся:
а) Concurrent Versions System;

б) Subversion;

в) MS Project;

г) Git.

10. Под кроссплатформенностью понимают:

а) способность системы, сети или процесса справляться с увеличением рабочей нагрузки при добавлении ресурсов;

б) способность программного обеспечения работать с несколькими аппаратными платформами или операционными системами;

в) обмен данными между системами с возможной последующей их обработкой.

11. Сервисно-ориентированные архитектуры представляют собой:
а) набор веб-служб, взаимодействующих по протоколу SOAP;
б) языки программирования высокого уровня;
в) модульный подход к разработке программного обеспечения, основанный на использовании распределённых, слабо связанных заменяемых компонентов, оснащённых стандартизированными интерфейсами для взаимодействия по стандартизированным протоколам.

12. К принципам объектно-ориентированных языков программирования относятся:
а) программирование;

б) наследование;

в) инкапсуляция;

г) полиморфизм.

13. К принципам структурных языков программирования являются:
а) абстракции;
б) формальности;

в) масштабируемости;

г) модульности;

д) иерархического упорядочения.
14. IBM Rational Suite представляет собой:

а) комплексное интегрированное решение, охватывающее весь жизненный цикл разработки  программного обеспечения;

б) многофункциональная среда разработки в операционной системе Windows;

в) система поиска и устранения ошибок времени выполнения, утечек памяти и проблем с производительностью приложений.

15. CASE-средство для моделирования бизнес-процессов AllFusion является:
а) многофункциональная среда разработки в операционной системе Windows;
б) система поиска и устранения ошибок времени выполнения, утечек памяти и проблем с производительностью приложений.
в) семейство интегрированных решений для разработки, развертывания и управления информационными системами на предприятии.

16. К семейству средств разработки AllFusion относятся:
а) Rational Suite;

б) Process Modeler;

в) ERwin Data Modeler;

г) Model Navigator;

д) Saphir Option.

17. Модель жизненного цикла программного обеспечения – это:

а) взаимосвязанная совокупность средств, методов и персонала, используемых для хранения, обработки и выдачи информации в интересах достижения поставленной цели;
б) структура, определяющая последовательность процессов, действий и задач, которые реализуются на протяжении ее жизненного цикла, а также взаимосвязи между этими процессами, действиями и задачами;
в) непрерывный процесс, который начинается с момента принятия решения о необходимости его создания и заканчивается в момент его полного изъятия из эксплуатации.
18. К моделям жизненного цикла программного обеспечения не относится:
а) каскадная модель;

б) круговая модель;

в) спиральная модель;

г) линейная модель.

19. Спецификация языка программирования – это:
а) предмет документации, который определяет язык программирования, чтобы пользователи и разработчики языка могли согласовывать, что означают программы на данном языке;
б) стандарт языка программирования;

в) стандарт на разработку программного обеспечения в рамках выбранного инструментального средства.

20. Синтаксис языка программирования – это:
а) предмет документации, который определяет язык программирования, чтобы пользователи и разработчики языка могли согласовывать, что означают программы на данном языке;

б) формализация значений конструкций языков программирования посредством построения их формальных математических моделей;

в) набор правил, описывающий комбинации символов алфавита, считающиеся правильно структурированной программой (документом) или её фрагментом.

21. Семантика языка программирования – это:

а) предмет документации, который определяет язык программирования, чтобы пользователи и разработчики языка могли согласовывать, что означают программы на данном языке;

б) формализация значений конструкций языков программирования посредством построения их формальных математических моделей;

в) набор правил, описывающий комбинации символов алфавита, считающиеся правильно структурированной программой (документом) или её фрагментом.

22. Стиль программирования – это:
а) набор приемов или методов программирования, которые используют программисты, чтобы получить правильные, эффективные, удобные для применения и легкочитаемые программы;

б) набор правил, описывающий комбинации символов алфавита, считающиеся правильно структурированной программой (документом) или её фрагментом;

в) предмет документации, который определяет язык программирования, чтобы пользователи и разработчики языка могли согласовывать, что означают программы на данном языке.

23. Интеграция данных – это:
а) объединение разнородных веб-приложений и систем в единую среду на базе веб;

б) объединение данных, находящихся в различных источниках и предоставление данных пользователям в унифицированном виде;

в) ручной ввод данных в единую систему.

24. Интеграция программных систем и продуктов представляет собой:
а) набор правил, описывающий комбинации символов алфавита, считающиеся правильно структурированной программой (документом) или её фрагментом;

б) объединение разнородных веб-приложений и систем в единую среду на базе веб;

в) обмен данными между системами с возможной последующей их обработкой.

25. К уровням интеграции программных модулей относятся:
а) уровень данных;
б) уровень физических, программных и пользовательских интерфейсов;

в) уровень веб-приложений;

г) уровень аппаратного обеспечения;

д) функционально-прикладной уровень;

е) организационный уровень.

26. GUI можно расшифровать как:
а) graphic user inference;

б) graphic user interface;

в) genetic user interface.

27. Графический пользовательский интерфейс – это:

а) тип интерфейса, при котором компьютер находит для себя команды, анализируя человеческое поведение;
б) тип интерфейса, при котором человек подает «команды» компьютеру, а компьютер их выполняет и выдает результат человеку;

в) тип пользовательского интерфейса, который позволяет пользователям перемещаться по компьютеру или устройству и выполнять действия с помощью визуальных индикаторов и графических значков.

28. Интерфейс пользователя представляет собой:
а) совокупность правил взаимодействия пользователя с программой или вычислительной системой и средств, реализующих это взаимодействие;

б) интерфейс, при котором компьютер находит для себя команды, анализируя человеческое поведение;

в) тип интерфейса, при котором человек подает «команды» компьютеру, а компьютер их выполняет и выдает результат человеку.

29. К интерфейсам пользователя не относятся:

а) интерфейс командной строки;

б) текстовый интерфейс пользователя;

в) тактильный интерфейс пользователя;

г) графический пользовательский интерфейс;

д) нет правильного ответа.

30. Какой тип интерфейса представлен на рисунке?
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а) графический пользовательский интерфейс;

б) интерфейс командной строки;

в) тактильный интерфейс пользователя.

31. Какой тип интерфейса представлен на рисунке?
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а) графический пользовательский интерфейс;

б) интерфейс командной строки;

в) тактильный интерфейс пользователя.

32. Пассивный элемент взаимодействия – это:

а) элемент пользовательского интерфейса, через который пользователь не имеет прямого доступа к системным или программным ресурсам, т.е. не может управлять или изменять эти ресурсы напрямую и непосредственно;

б) элемент интерфейса пользователя, при котором компьютер находит для себя команды, анализируя человеческое поведение;
в) элемент пользовательского интерфейса, через который пользователь имеет прямой доступ к системным и программным ресурсам с возможностью непосредственного управления и изменения их.

33. Активный элемент взаимодействия – это:

а) элемент пользовательского интерфейса, через который пользователь не имеет прямого доступа к системным или программным ресурсам, т.е. не может управлять или изменять эти ресурсы напрямую и непосредственно;

б) элемент интерфейса пользователя, при котором компьютер находит для себя команды, анализируя человеческое поведение;

в) элемент пользовательского интерфейса, через который пользователь имеет прямой доступ к системным и программным ресурсам с возможностью непосредственного управления и изменения их.

34. К активным элементам взаимодействия относятся:
а) команды управления системными настройками и программными ресурсами; 

б) средства конфигурации системы;

в) команды работы с файловыми системами;

г) нет правильного ответа.

35. К пассивным элементам взаимодействия относятся:

а) команды управления системными настройками и программными ресурсами; 

б) средства конфигурации системы;

в) команды работы с файловыми системами;

г) нет правильного ответа.

36. Примером графического пользовательского интерфейса является:

а) WIMP-интерфейс;

б) SILK-интерфейс;

в) командный интерфейс.

37. Какое определение не относится к понятию «сетевой сервер»?
а) выделенный или специализированный компьютер для выполнения сервисного программного обеспечения;

б) компьютер, выделенный из группы персональных компьютеров (или рабочих станций) для выполнения какой-либо сервисной задачи без непосредственного участия человека;

в) вычислительная система, служащая центральным хранилищем разделяемых ресурсов сети - файлов, приложений, служб и т. д.;

г) нет правильного ответа.

38. Какое определение не относится к понятию «сетевой клиент»?

а) это компьютер или программное обеспечение, у которого есть доступ к услугам сервера, а также получающее или обменивающееся с ним информацией;

б) вычислительная система, служащая центральным хранилищем разделяемых ресурсов сети - файлов, приложений, служб и т. д.;

в) аппаратный или программный компонент вычислительной системы, посылающий запросы серверу.

39. Отладка приложений представляет собой:
а) этап разработки компьютерной программы, на котором обнаруживают, локализуют и устраняют ошибки;

б) команды управления системными настройками и программными ресурсами;
в) набор правил, описывающий комбинации символов алфавита, считающиеся правильно структурированной программой (документом) или её фрагментом.

40. Обработка исключений – это:

а) этап разработки компьютерной программы, на котором обнаруживают, локализуют и устраняют ошибки;
б) команды работы с файловыми системами;
в) механизм языков программирования, предназначенный для описания реакции программы на ошибки времени выполнения и другие возможные проблемы, которые могут возникнуть при выполнении программы и приводят к невозможности дальнейшей отработки программой её базового алгоритма.

41. Какой тип обработки не относится к обработке исключений?
а) неструктурная обработка;

б) структурная обработка;

в) обработка с возвратом;

г) предобработка;

д) обработка без возврата.

42. Встроенную поддержку структурной обработки исключений содержат следующие языки программирования:

а) Java; 

б) JavaScript;

в) Ruby; 

г) Python;

д) PHP;
е) все ответы верны.

43. Какими операторами генерируется исключительная ситуация?
а) throw;

б) return;
в) raise;

г) exception;

д) try;
е) все ответы верны.
44. Какие классы используются для отладки приложений?
а) WriteLine;

б) Debug;

в) Trace;

г) Output;

д) Clear.

45. К основным классам проблем безопасности информационных систем не относится?
а) проблемы этического характера;

б) проблемы гуманитарного характера;

в) проблемы экономического и юридического характера;

г) проблемы политического характера.
46. Какой класс проблем безопасности информационных систем может быть описан как проблемы информационной безопасности, возникающие в связи с бесконтрольным использованием и распространением персональных данных граждан, вторжениями в частную жизнь, клеветой и кражами личности?
а) проблемы гуманитарного характера;

б) проблемы экономического и юридического характера;

в) проблемы политического характера.
47. Какой класс проблем безопасности информационных систем может быть описан как проблемы информационной безопасности, возникающие в результате утечки, искажения и потери коммерческой и финансовой информации, краж брендов и интеллектуальной собственности, раскрытия информации о материальном положении граждан, промышленного шпионажа и распространения материалов, наносящих ущерб репутации компаний?
а) проблемы гуманитарного характера;

б) проблемы экономического и юридического характера;

в) проблемы политического характера.
48. Какой класс проблем безопасности информационных систем может быть описан как проблемы информационной безопасности, возникающие из-за информационных войн, кибервойн и электронной разведки в интересах политических групп, компрометации государственной тайны, атак на информационные системы важных оборонных, транспортных и промышленных объектов, неполного информирования и дезинформации руководителей крупных учреждений?
а) проблемы гуманитарного характера;

б) проблемы экономического и юридического характера;

в) проблемы политического характера.
49. Средства защиты информационной безопасности представляют собой:

а) программы для идентификации пользователей, контроля доступа, шифрования информации, удаления остаточной (рабочей) информации типа временных файлов, тестового контроля системы защиты и др.;

б) различные по типу устройства (механические, электромеханические, электронные и др.), которые аппаратными средствами решают задачи защиты информации;

в) совокупность инженерно-технических, электрических, электронных, оптических и других устройств и приспособлений, приборов и технических систем, а также иных вещных элементов, используемых для решения различных задач по защите информации, в том числе предупреждения утечки и обеспечения безопасности защищаемой информации.

50. Какие средства защиты информации могут быть описаны как: различные по типу устройства (механические, электромеханические, электронные и др.), которые аппаратными средствами решают задачи защиты информации?
а) технические;
б) программные;

в) смешанные;

г) организационные.

51. Какие средства защиты информации включают программы для идентификации пользователей, контроля доступа, шифрования информации, удаления остаточной (рабочей) информации типа временных файлов, тестового контроля системы защиты и др.?

а) технические;

б) программные;

в) смешанные;

г) организационные.

52. К какому типу средств защиты информации относятся подготовка помещений с компьютерами, прокладка кабельной системы с учетом требований ограничения доступа к ней, национальные законодательства и правила работы, устанавливаемые руководством конкретного предприятия?

а) технические;

б) программные;

в) смешанные;

г) организационные.

53. К методам защиты информации не относятся:
а) препятствие; 

б) маскировка;

в) антивирусы;
г) регламентация.

54. Какой метод защиты информации может быть описан как: действия над защищаемой системой или информацией, приводящие к такому их преобразованию, которое делает их недоступными для злоумышленника?

а) маскировка;

б) препятствие;

в) регламентация;
г) нет правильного ответа.

55. Какой метод защиты информации может быть описан как: метод заключается в создании условий, при которых пользователи и персонал вынуждены соблюдать условия обработки информации под угрозой ответственности (материальной, уголовной, административной)?

а) маскировка;

б) препятствие;

в) регламентация;

г) принуждение.

56. Какой метод защиты информации заключается в создании условий, при которых пользователи и персонал соблюдают условия обработки информации по морально-этическим и психологическим соображениям

а) маскировка;

б) побуждение;

в) регламентация;

г) принуждение.

57. К какому типу средств защиты информации относятся разработка внутренней документации, инструктаж, разграничение зоны ответственности?

а) организационные;

б) программные;

в) смешанные;

г) технические.

58. К техническим средствам защиты информации не относятся:
а) сканирующие радиоприемники;

б) сетевые фильтры;

в) инструктаж;

г) нет правильного ответа.

59. Аутентификация – это:
а) процесс проверки подлинности чего-либо;

б) команды управления системными настройками и программными ресурсами;

в) процесс управления доступом к ресурсам сервера.

60. Идентификация представляет собой:

а) распознавание информации о пользователе;

б) процесс проверки информации о пользователе;

в) проверку прав пользователя и определение возможности доступа.

61. Авторизация представляет собой:

а) распознавание информации о пользователе;

б) процесс проверки информации о пользователе;

в) проверку прав пользователя и определение возможности доступа.

62. К элементам аутентификации не относятся:

а) субъект;

б) характеристика субъекта;

в) владелец системы аутентификации;

г) сервер;

д) механизм аутентификации;

е) механизм авторизации.

63. К какому методу аутентификации относится определение: аутентификация может проходить по одноразовым и многоразовым паролям?
а) парольные;

б) комбинированные;

в) биометрические;

г) информация о пользователе;

д) пользовательские данные.

64. К какому методу аутентификации относится определение: Аутентификация происходит с использованием нескольких методов, например, парольных и криптографических сертификатов?

а) парольные;

б) комбинированные;

в) биометрические;

г) информация о пользователе;

д) пользовательские данные.

65. К какому методу аутентификации относится определение: Аутентификация происходит по физиологическим характеристикам пользователя?

а) парольные;

б) комбинированные;

в) биометрические;

г) информация о пользователе;

д) пользовательские данные.

66. К какому методу аутентификации относится определение: Аутентификация основывается на геоданных о местоположении пользователя с использованием GPS, а также использует информацию о точках доступа беспроводной связи?

а) парольные;

б) комбинированные;

в) биометрические;

г) информация о пользователе;

д) пользовательские данные.

67. Какой протокол контролирует подключенные к сети устройства
а) SAML;
б) SNMP;

в) X.509;

г) OpenID Connect.

68. Криптографическое преобразование – это:

а) преобразование информации, основанное на некотором алгоритме, зависящем от изменяемого параметра (обычно называемого секретным ключом), и обладающее свойством невозможности восстановления исходной информации по преобразованной, без знания действующего ключа, с трудоемкостью меньше заранее заданной;

б) процесс изменения формы представления информации или её содержания;

в) подсчет контрольных сумм по строкам и столбцам документов, имеющих табличную форму, контроль по формулам, признакам делимости или четности, балансовые методы, повторный ввод и т.п.

69. К какому типу криптографических методов защиты информации относится следующее описание: абоненты используют один и тот же (общий) ключ (секретный элемент) как для шифрования, так и для расшифрования данных?
а) шифрование;

б) криптография с открытыми ключами;

в) криптография с симметричными ключами.

70. К какому типу криптографических методов защиты информации относится следующее описание: используется пара ключей: открытый (публичный) ключ и секретный (личный, индивидуальный) ключ, известный только одной взаимодействующей стороне?

а) шифрование;

б) криптография с открытыми ключами;

в) криптография с симметричными ключами.

71. К какому методу криптографической защиты относится схема на рисунке?
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а) комбинированный метод;

б) криптография с открытыми ключами;

в) криптография с симметричными ключами.

72. К какому методу криптографической защиты относится схема на рисунке?
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а) комбинированный метод;

б) криптография с асимметричными ключами;

в) криптография с симметричными ключами.

73. К какому методу криптографической защиты относится схема на рисунке?
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а) комбинированный метод;

б) криптография с открытыми ключами;

в) криптография с симметричными ключами.

74. При каком методе шифрования символы открытого текста переставляются в соответствии с некоторыми правилами?
а) метод перестановки;
б) метод замены;

в) криптографический метод.

75. При каком методе шифрования элементы исходного открытого текста заменяются зашифрованным текстом в соответствии с некоторым правилом?

а) метод перестановки;

б) метод замены;

в) криптографический метод.

76. Определите тип замены: каждой букве алфавита открытого текста ставится в соответствие одна буква шифртекста из этого же алфавита.
а) моноалфавитная замена;

б) гомофоническая замена;

в) полиалфавитная замена;

г) полиграммная замена.

77. Определите тип замены: одному символу открытого текста ставится в соответствие несколько символов шифртекста.

а) моноалфавитная замена;

б) гомофоническая замена;

в) полиалфавитная замена;

г) полиграммная замена.

78. Определите тип замены: каждая буква открытого текста заменяется по очереди цифрами соответствующего столбца.

а) моноалфавитная замена;

б) гомофоническая замена;

в) полиалфавитная замена;

г) полиграммная замена.

79. Определите тип замены: формируется из одного алфавита с помощью специальных правил.

а) моноалфавитная замена;

б) гомофоническая замена;

в) полиалфавитная замена;

г) полиграммная замена.

80. К признакам вирусного заражения не относятся:

а) на компьютере появляются неожиданные сообщения, изображения или звуковые сигналы;

б) файлы и папки могут исчезнуть, или их содержимое может измениться;

в) программы самостоятельно могут запускаться или подключаться к интернету;

г) нет правильного ответа.

Часть В
1. Какой тип интерфейса представлен на рисунке?
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Ответ: 

2. Какой тип интерфейса представлен на рисунке?
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Ответ: 

3. К какому методу криптографической защиты относится схема на рисунке?
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Ответ: 

4. К какому методу криптографической защиты относится схема на рисунке?
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Ответ: 

5. К какому методу криптографической защиты относится схема на рисунке?
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Ответ: 
6. К какому классу языков программирования относится C++?

Ответ: 

7. К какому классу языков программирования относится PHP?

Ответ: 

8. Какое интегрированное средство содержит следующие программные продукты: IBM Rational ClearCase LT, IBM Rational ClearQuest и ClearQuest TestManager, IBM Rational Method Composer (RUP), IBM Rational PurifyPlus, IBM Rational RequisitePro, IBM Rational Robot IBM Rational Rose Enterprise, IBM Rational SoDA, IBM Rational Project Console?

Ответ: 

9. К какому типу относятся классы debug и trace?

Ответ: 

10. К какому типу относятся протоколы User Datagram Protocol (UDP) и Transmission Control Protocol (TCP)?

Ответ: 

11. К какому типу относятся классы debug и trace?

Ответ: 

12. Определите тип подстановки. 
Открытый текст: "ШИФРОВАНИЕ_ЗАМЕНОЙ". Подстановка задана следующим образом:

Алфавит исходного текста А Б В Г Д  …
Алфавит шифpтекста          _ Я Ю Э Ь …
Шифртекст: "ИШМРТЮ_УШЫАЩ_ФЫУТЧ".

Ответ: 

13. Какой тип интерфейса представлен на рисунке?
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Ответ: 

14. В каком типе интерфейсов пользователя взаимодействие между пользователем и компьютером происходит с помощью голоса?

Ответ: 

15. К какому типу интерфейсов относится система Kinect?

Ответ: 

16. К какому типу относится интерфейс пользователя, который в качестве источника команды использует человеческий мозг?

Ответ: 

17. Какой веб-сайт предназначен для размещения git-репозиториев и совместной разработки проектов?

Ответ: 

18. Какой тип аутентификации построен на совместном использовании нескольких факторов аутентификации?

Ответ: 

19. Какой процесс можно охарактеризовать как установление (подтверждение) подлинности субъекта или его права доступа к информационным ресурсам сайта или системы согласно предъявленному им идентификатором?

Ответ: 

20. Какой процесс можно охарактеризовать как процедура, в результате выполнения которой для субъекта идентификации выявляется его идентификатор, однозначно определяющий этого субъекта в информационной системе?

Ответ: 

Часть С
1. Перечислите и опишите методы защиты информационных систем.
2. Перечислите и опишите организационные средства защиты информации.
3. Перечислите и опишите средства защиты информации и их необходимость.
4. Охарактеризуйте принципы создания графического пользовательского интерфейса.

5. Охарактеризуйте средства построения информационной системы.
6. Приведите основные положения стандарта CORBA.
7. Приведите примеры и характеристику известных систем контроля версий.
8. Кратко опишите CASE-средство для моделирования бизнес-процессов AllFusion.
4. Критерии по выставлению баллов
	Определение количества тестовых вопросов (заданий)

	Количество часов учебной дисциплины согласно учебному плану
	Всего
	Часть А
	Часть В
	Часть С

	170
	108
	80
	20
	8


	Сводная таблица с критериями баллов

	Части
	Баллы

	А
	40

	B
	40

	C
	20

	Итого (макс. баллы)
	100


	Критерии оценок

	Баллы
	Оценки

	86-100
	5

	71-85
	4

	49-70
	3

	Менее 48 баллов
	перезачет


Время выполнения тестовых заданий: 60 минут астрономического времени. 
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